Fingerprint Smart Lock Instruction Manual

## 1．Exploded drawing



## 2．Product dimensions

2．1 Front panel
¿

2．2 Back panel


3．Installation steps

3．1 Identify the opening direction before installation．


3．2 Depending on door opening direction，orientate the latch as required to align with the strike plate．（1）

（1）

3．5 Push the spring in and fix the spindle to the clutch on front plate．（3）

（3）


3．6 Put the bus bar end of the cable through the door hole from outside to inside door and put the spindle into the hole．（4）\＆（5）

（4）


3．3 Change direction of the handle as required

Front handle：
 reversing screw（on R or L side） reversing screw（on $R$ or $L$ side
Rotate handle by 180 degrees．

Back handle：Unload and remove the middle handle screw． Unload and remove the middle handle scr
Rotate handle by 180 degrees and fasten

3．4 Put the mortise into the hole and keep the latch bolt upwards Then fasten the mortise lock with screws．（2）

（2）

3．7 Connect the cable of back plate with the bus bar end of the cable． Align the back handle to the spindle and fix the back plate with screws．（6）\＆（7）\＆（8）
（6）
（7）
（8）
3．8 Put the strike plate cup and strike plate in right place and fasten ．em with screws．（9）

For installation video instructions
目级运回 EASY TO INSTALL STEP－BY－STEP INSTRUCTIONS

## 4. Lock functions and operations

Remarks: Activate the keypad by touching it with your palm or the back of your hand to unlock by password or to set the door lock. It is better to touch the panel with more fingers or with a larger area of the back of your hand.


### 4.1 Initial access (default)

Initial user password is " 123456 ". Any card or fingerprint can also unlock the lock in initial status Initial Admin password is "000000
Initial user password "123456" will be invalid after adding new Admin information.
4.2 Entering Admin information

Input of Admin fingerprint/Admin password/Admin card will be regarded as Admin information.

"* + \#" = Press * ${ }^{*}$, and then press \# on the keypad
"\#" means "OK" or "Enter of Menu function key".
"*" means "Delete"/ "Back", press * to delete the last input digit
Note: The first Admin password set cannot be edited or deleted. Do not use initial access codes when setting passwords (i.e. 000000 or 123456 ) as this will pose a security risk.

### 4.3 Lock function settings



There are two ways to enter functions setting.

1. Input *, and then \# on the keypad.
2. Quick press(SET) button above batteries behind battery cover.

### 4.4 Overview of function settings menu

Admin information is required to enter Menu of functions (refer 4.3 section above).


steps in Section 5 (Mobile application and Wi-Fi setup) before adding new Admins and Users.

### 4.5 Admin settings

Admin settings allows the user to add, edit or delete Admin formation. Admin information can be a fingerprint, card, or a a


### 4.6 User settings

User settings allows the user to add, edit or delete User information. User information can be a fingerprint, card, or a group of passwords (passwords must be 6 or more digits long).
Add new User information according to the instructions on screen.

4.7 User IDs

| User ID | Name | Unlocking method |
| :--- | :--- | :--- |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |



Note: Each registered entry method (i.e. password, card or fingerprint) is automatically allocated an individual ID w
linked to a user in the Grid Connect app.

| User ID | Name | Unlocking method |
| :--- | :--- | :--- |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

4.8 Other settings

Other settings includes Passage mode, Double unlock, voice setting and time setting.


Time setting must be yyyy-mm-dd format for date and 24 hr
clock for time. clock for time.

### 4.10 Factory reset

Long press the SET button behind battery cover for 5 seconds to perform a factory reset (a voice prompt heard upon a successful reset). All unlock records, passwords and saved data will clear. Note: Passwords will return to default and any
fingerprint or card will be able to access the lock fingerprint or card will be able to access the lock.

### 4.11 Lock sync

To synchronise the lock with the cloud (once Wi-Fi has been set up) press " 9 " then " $\#$ " on the touch panel.
This function is used to sync data generated in the Grid Connect Syncing the lock can take anywhere between $3-15$ seconds depending on Wi-Fi strength and connection.
Syncing the lock will also send an unlock request to a connected device if the Grid Connect app is open.

### 4.12 Other functions

a. Keypad lock: The touch panel will be locked and inactive for

90 seconds if the password is entered incorrectly 5 times.
b. Scramble function:

Add random numbers before and/or after a valid password and press "\#" to unlock (e.g. 1234 "valid password" 1234 "\#"). The total length of the scramble password should be less than
19 digits. 19 digits.
c. Sleep: The display will turnoff and enter sleep mode after 10 d.
d. Low battery alarm: The lock will alarm when unlocked every time when the voltage is lower than 4.8 V . The lock still can be unlocked for extra 200 times after 1st alarm. Please change th . External power USB interface:
Connect power bank to bottom of the front panel to gain power when the batteries are not changed in time.
f. Passage mode alert: When Passage mode is enabled, there will be a voice notice when unlocking and locking the door.

### 4.9 Data \& records



### 4.13 Specifications

| Power supply | $4 \times 1.5 \mathrm{~V}$ AA alkaline batteries* |
| :--- | :--- |
| Static current | $<50 \mathrm{uA}$ |
| Rating current | $<250 \mathrm{~mA}$ |
| Capacity | 300 Ids (Max 9 Admin + 291 User) |
| Fingerprint capacity | 100 |
| Card type | Mifare card |
| Operating temp. | $-10^{\circ} \mathrm{C}-60^{\circ} \mathrm{C}$ |
| Relative humidity | $20 \%-85 \%$ |
| *Battery life will vary depending on usage, environment and battery |  |

Battery life will vary depending on usage, environment and battery
quality. It is suggested to use high quality batteries.

### 4.14 Warranty

For product warranty details, please refer to the Warranty section at www.lemaar.com.au/smart-lock-range

## Fingerprint Smart Lock Mobile Application

## 5. Mobile application and Wi-Fi setup

### 5.1 Download mobile app

Download the Grid Connect app from the Apple App Store or the Google Play Store, or scan the QR code below.
Note: App updates may cause some of the following instructions to vary, and there may be small differences between IOS and Android devices.


### 5.2 Account Registration

1. Once the Grid Connect app has been downloaded and installed, tap 'create new account' and follow the on-screen prompts including to agree to the privacy policy.
If you already have an account you can 'login to account'
2. If registering for the first time, please use your current email address. The country/region of the app will be the same as the country region in your phone settings. Enter your email and press Get Verification Code

Enter the verification code (sent to your provided email address) and set your password in the next screen. Press Next and allow the app to access your location by pressing the Allow button.

You are now ready to add the lock and pair with the app!

Visit the Grid Connect website for further Online Assistance or contact the Grid Connect Customer Service Team if you are of how to pair or use your lock.
零 grid-connect.com.au

(toll free)
5.3 Pairing the lock with the mobile app (basic Instructions) Step 1:


Once logged in to your Grid Connect account, tap 'add device' or + icon to open the add device menu.


At the add device menu, choose the Others category at the bottom of the
ist. Othe
list.

Step 3:


Enter your Wi-Fi details and password Network must support 2.4 GHz .
** Please contact Grid Connect customer


Tap 'EZ mode' at the top of the
screen and select 'AP Mode' screen and select 'AP Mode'
Follow the on-screen prompts (tap "next") until you get to the 'go connect' page (refer Step 5)

Step 5:


Before proceeding further, follow the adjacent "Pairing with the lock" instructions.
Navigate ba
Navigate back to this page in Step 5c.

Pairing with the lock:
Step 5a: Ensure lock has been reset to factory settings (refer section 4.10 for guidance)
Step 5b: Enable Wi-Fi pairing on the lock through the lock's settings:

Admin informak's settings by inputting Admin information ( 000000 ) into the keypad.

ii. Select Wifi settings then Enable pairing.


The lock is ready to pair once the Wait adding... search screen appears on the lock's LCD panel.
Step 5 c : While the lock is searching for a device reopen the mobile app and select go connect.

This will take you to the Wi-Fi settings in your phone, connect to the hotspot marked SmartLife XXXX where XXXX is alpha-numeric.
Once connected to this hotspot (e.g. connected without internet), return back to the Grid Connec your lock.


The app will now attempt to pair with the lock. If pairing fails, tap Retry an Tip: Make sure 'AP mode' is selected as shown at Step 4.


An added successfully screen will show once completed. Press Done.
**Congratulations! You have successfully paired the lock.*

Step 8:


The app will then open the device home page. Manage all mobile based features of
the lock from this screen (Refer section 6). the lock from this screen (Refer section 6 )
A lock icon will also now be accessible from the Grid Connect dashboard.
6. Basic app functions and operations.
6.1 Setting a quick code

Step 1:


Tap on the green bar beneath
'quick code' 'quick code'

Step 2:


Step 3:
Tap 'Copy’ to copy the password to your mobile phone's clipboard. This can then be pasted and etc.

Step 4 (at the lock):
Before any quick code can be used, the lock must first be synced by pressing " 9 " then "\#" on the keypad to update the lock data

It is suggested to sync the lock as soon as the password is set or request the user to simply press " 9 " then "\#" before nputting their quick code. (Please note that syncing the
lock will also send a remote unlock request to the app)

What is a remote unlock request?

| What is a remote unlock request? |  |
| :--- | :--- |
| unlock request | A remote unlock request is <br> sent when "9" then "\#' <br> is input into the lock's <br> keypad. |
| This will sync the lock but <br> also send a message be a <br> paired mobile device <br> to unlock the lock. |  |
| To | To unlock remotely, the user <br> receiving the request must <br> have the main device page <br> open in the Grid Connect <br> app. |

6.2 Setting scheduled access


Tap the scheduled access icon a the bottom left of the device page.

Step 2:


For the initial use, press Add (bottom open the scheduled access settings page.

Step 3


At the Code Setting page, select 'custom code' to input a 7 digit by tapping the 'random code' button.

Complete the other required details such as me (e g Plumber) start time (start Name/(e.g Plumber), start time (start

Once details are completed and have been automatically validated (e.g the start date is not later than the end date), press Done. You can also copy the scheduled access code by tapping 'copy'.
Step 4:


The scheduled access page will now show all current password and their status. To add more scheduled access codes, press the "add" on the bottom corner of the screen.

Step 5 (at the lock)
Before scheduled access can be used, the lock must first be synced by pressing "9" then "\#" on the keypad to update the lock data (same as quick code)
Please note: Quick codes and scheduled access

Once Admins and Users have been added to the lock refer section 4.5 and 4.6) and Wi-Fi has been setup, ew users can be added to use the app and user tails recorded as "members".

There are 2 types of members, app users and primary users:
a. app user:

An app user has shared access within Grid as temporary access codes, history and alerts as well as have fingerprints, codes and tags assigned to them.
Note: In order to add an app user, they must have a Grid
Connect app and account.
b. primary user

A primary user is only added to record their details with a door event.
For example, if a User X's user IDs are 002 for fingerprint, 003 for key card and 004 for password hese details can be recorded under User $X$ profile in your app under a primary user. the 'History' page as "User X" instead of "unknown"

Not sure what your user IDs are? Unlock the doo Not sure what your user IDs are? Unlock the door e History section of the Grid Connect app. own ID.

Tip: Record User IDs in section 4.7 when adding Admins or Users to the lock and conveniently assig them to users in the Grid Connect app when ready.


Tap the Users icon at the bottom of the device page.

Step 2
In the Users page, tap on the + icon to add new primary or app users.

In the next "user type" page (see below), select the type of user you want by tapping + to add and follow the on screen prompts.


For more information on adding Users, visit grid-connect.com.au
7. Troubleshooting and notes

### 7.1 Troubleshooting (general)

| Problem | Possible Causes | Suggested Remedy |
| :--- | :--- | :--- |
| Minor scratches or abrasions on <br> panels. | Protective film not yet removed |  |$\quad$| Carefully remove protective film. |
| :--- |

### 7.2 Troubleshooting (app)

| Problem | Possible Causes | Suggested Remedy |
| :---: | :---: | :---: |
| Cannot pair device to app. | (1) The device hasn't been reset. <br> (2) The device is not in the correct app pairing mode. | (1) Perform a hard reset by pressing and holding the SET button located behind the battery cover for 5 seconds (Note: this will delete all data on the lock and unpair any mobiles). <br> (2) Ensure AP pair mode on the app is selected during pairing procedure as per instructions provided. |
| Cannot connect device to the Wi-Fi network | (1) Incorrect Wi-Fi network SSID selected. <br> (2) Incorrect Wi-Fi password supplied. | (1) Refresh network list in phone Wi-Fi settings until SmartLife- XXXXX is shown. Pair as per instructions provided. <br> (2) Ensure the correct password is entered into the app. <br> (3) Ensure your Wi-Fi network can facilitate a 2.4 Ghz connection. |
| Lock does not present on app. | (1) Lock has not been paired to the app. <br> (2) Lock has been accidently deleted from the app. | Lock must be re-paired to app. Perform a hard reset by pressing and holding the SET button located behind the battery cover for 5 seconds. Pair as per the instructions provided. |
| Cannot create quick code/scheduled access password in app. | Incorrect setup of lock in app. | Lock requires at least one new ADMIN set and learnt overriding the default ADMIN settings before quick code/scheduled access passwords can be set. |
| Quick code/scheduled access password does not work when inputted into keypad. | (1) No network connection. <br> (2) Lock has not been synced. <br> (3) Password has expired. <br> (4) Password is not being accessed during set times. | (1) Check in the app to ensure the lock is connected to the network. <br> (2) Press $9 \#$ on the lock keypad to sync and force update from the cloud. <br> (3) Program valid password <br> (4) Double-check access times set. |
| Remote unlock via app does not work after initiating request from the lock. | (1) No network connection. <br> (2) Lock has not been synced. | (1) Check in the app to ensure the lock is connected to the network. <br> (2) Press 9\# on the lock keypad to sync and force update from the cloud. |
| Not receiving notifications. | (1) No network connection. <br> (2) Phone/device notification settings. | (1) Check in the app to ensure the lock is connected to the network and the phone has data coverage or Wi-Fi network connected. <br> (2) Ensure notifications alerts from the app on your phone/device is enabled. |



